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Abstract—The digital market today, is rippled with a variety 

of goods/services that promote monetization and asset exchange 

with clients constantly seeking improved alternatives at lowered 

cost to meet their value demands. From item upgrades to their 

replacement, businesses are poised with retention strategies to 

help curb the challenge of customer attrition. Such strategies 

include the upgrade of goods and services at lesser cost and 

targeted improved value chains to meet client needs. These are 

found to improve client retention and better monetization. The 

study predicts customer churn via tree-based ensembles with 

data resampling such as the random-under-sample, synthetic 

minority oversample (SMOTE), and SMOTE-edited nearest 

neighbor (SMOTEEN). We chose three (3) tree-based ensembles 

namely: (a) decision tree, (b) random forest, and (c) extreme 

gradient boosting – to ensure we have single and ensemble 

classifier(s) to assess how well bagging and boosting modes 

perform on consumer churn prediction. With chi-square feature 

selection mode, the Decision tree model yields an accuracy of 

0.9973, F1 of 0.9898, a precision of 0.9457, and a recall of 0.9698 

respectively; while Random Forest yields an accuracy of 0.9973, 

F1 of 0.9898, precision 0.9457, and recall 0.9698 respectively. 

The XGBoost outperformed both Decision tree and Random 

Forest classifiers with an accuracy of 0.9984, F1 of 0.9945, 

Precision of 0.9616, and recall of 0.9890 respectively – which is 

attributed to its use of hyper-parameter tuning on its trees. We 

also note that SMOTEEN data balancing outperforms other 

data augment schemes with retention of a 30-day moratorium 

period for our adoption of the recency-frequency-monetization 

to improve monetization and keep business managers ahead of 

the consumer attrition curve. 

Keywords—Customer Attrition; Customer Churn; Random 

Forest; Machine Learning; XGBoost; Tree-based Algorithms 

I. INTRODUCTION 

The Internet, and the constant evolution in informatics – 

have become both the mainstay of and backbone of 

businesses today [1]. Its infrastructure helps keep businesses 

connected to their clients on a digital marketplace, helping 

businesses to meet the daily needs of their customers. 

Referred to as the web or virtual market [2], it provides 

customers with a paradigm of e-commerce sites where 

goods/services are paid for at the client’s convenience [3]. 

Thus, a variety of products/assets are made available to a 

variety of customers who can bargain/purchase items at 

discounted prices [4] via the use of payment platforms made 

available via 24-7-banking style [5]. Thus, web shops or 

digital markets often provide excellent interfaces that allow 

users to search for items and purchase them in simple steps. 

The site maintains a client database rippled with user contact, 

e-mails, card details, etc [6] for use, and will help businesses 

to establish new channels of direct marketing via previous 

purchase behavior and pattern [7]. Such analysis of customer 

behavior via requisite client database is chaotic, complex, and 

requires model(s) that account for underlying feats. These can 

be eased via the application of machine learning (ML) for a 

task [8] – to yield cost-effective and optimal solutions [9] as 

new approaches. ML, in this case, is a set of tools, techniques, 

and processes that empower business owners with adequate 

data about customers on a web market so they better predict 

their consumers’ purchase behavior to increase the retention 

and monetization of their customer base [10][11]. 

Forecasting future consumer behavior has since become 

both pertinent and fundamental to many instances especially 

with digital marketing and for use in digital markets. Its many 

application includes inventory system management [12]–

[14], recommender systems [15]–[17], collaborative filtering 

schemes [18]–[20], fraud detection in card transactions for 

online, real-time purchase [21]–[23]. Predictions are based on 

previously observed consumer behavior cum patterns, which 

form features (indicators/parameters) used to forecast future 

trends. Many businesses today explore (a) the recency of 

visits, (b) the frequency of purchases made, and (c) the 

monetization cum amount of purchases made, by a consumer 

as the indicator strategies to help businesses manage and 

predict whether or not, a consumer will continue to purchase; 

or therein, quit any more purchases [24]. This behavior is 

captured within the consumer’s purchase histories in their 

unstructured form via the inventory manager as a sequence of 

interactions with the webshop [25]–[28]. In addition, 

interaction is a time-stamped transaction of any type that 

yields more data/details about the purchased product. It can 
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also be derived from the associated action such as a product 

view or a cart addition, the timestamp is simply the time of 

the action [29]–[31]. User-behavior analysis can help coy to 

better understand their customers' insatiable wants/needs; 

And thus, help them improve their goods with services 

offered to yield a suitable consumer asset or product [32]. 

This analysis helps businesses to be more successful via 

increased sales as well as provisioning data to aid a deeper 

understanding of customer's purchase intention(s) via pattern 

analysis [33]. 

A. Machine Learning Approaches 

The rise in customer churn has continued to raise 

concerns, making its prediction a crucial and urgent task for 

businesses. To minimize these effects, machine learning 

approaches have been successfully trained to effectively 

recognize attrition patterns as they can learn via feature 

classification either from normal behavior in any transactions 

or via its quick detection of unusual activity in the transaction 

pattern [34]. 

Many machine learning (ML) approaches/schemes are 

successfully implemented as Logistic Regression [35]–[37], 

Deep Learning [38][39], Bayesian model [40], Naive Bayes 

[41], Support Vector Machine [42], Random Forest [43], and 

other models [44] that have been effectively used to detect 

credit card fraud. Many of these MLs as mentioned, have 

their drawbacks especially with their flexibility in feature 

selection/extraction approach (as either filter or wrapper) in 

the quest for ground truth, selected feature importance in its 

capability to yield faster model construction and training, and 

model's fitness in place of its performance accuracy [45]. To 

curb these drawbacks, we adapt tree-based Random Forest 

and extreme gradient boosting (XGBoost) ensemble, which 

will help resolve the drawbacks, effectively reduce overfit, 

address imbalanced datasets, and enhance accuracy in the 

search for ground truth [46]–[48]. As in Table 1, a variety of 

ML approach contributions are as thus: 

Table 1. Related Literatures Contributions  

Features Efficient Selected Algorithms Accuracy 

Akazue et al. [49] 

Hybrid feature selection mode via 

info gain and Random Forest 

ensemble 

95.83% 

Btoush et al. [50] 
Deep Learning machine learning 

approach 
95.76% 

Sinayob et al. [51] KNN, LR, SVM, DT and RF 98.45% 
Ojugo et al. [52] Deep learning modular ensemble 99.6% 

Roselin et al [53] 
Long Term Short Memory 

(LSTM) 
99.58% 

B. Tree-Based Algorithms 

A very common approach in ML is tree-based methods 

which descend from single decision trees [35]. Adopting a 

tree structure, each generates a series of if-else rules used in 

a majority voting scheme that allows it to predict observed 

classes [54]. In classification/regression tasks, each tree is a 

recursive top-down model in which a binary tree partitions a 

predictor space with variables grouped into subsets for which 

the distribution of dependent variable 𝑦 is successively more 

homogeneous [55]. Each decision tree has the merit of being 

easily understood [56]; But, its use alone often leads to model 

overfit in a prediction task as the model seeks to learn/identify 

feats of interest during training [57]. Thus, it yields degraded 

performance in its classifying of unknown labels [58]. These 

drawbacks have birthed ensembles with improved predictive 

norms and are more expressive [59]. Tree-based ensembles 

learn by constructing many individually trained decision trees 

[60], and combine/aggregate their results into a single and 

stronger model, whose output outperforms the results of any 

single tree [61]. It achieves this via either bagging [62]–[64], 

and boosting [48],[65][66] approaches.  

In the case of boosting – the tree(s) converts weak learners 

(i.e., achieve accuracy just above random guess) onto strong 

learners with enhanced predictive capacity by sequentially 

training each weak learner to correct the inherent weaknesses 

of its predecessor [67][68]. Each tree yields feedback from 

previous trees [69]. Popular boost ensembles are adaptive 

boost (AdaBoost) [66], gradient boost (GB) [70], logistic 

boost (LogitBoost) [71], and stochastic gradient boost (SGB) 

[72]. They can often be expressed via Equation (1) which 

makes its prediction by combining the outcome of its weak 

learners with its weighted sum to yield a higher weight for 

incorrectly classified labels or instances as thus: 

𝐿𝑡 = ∑ 𝑙

𝑛

𝑖 = 1

(𝑌𝑖
𝑡 ,  𝑌̂𝑖

𝑡−1 +  𝑓𝑘(𝑥𝑖) ) +  Ω(𝑓𝑡)        (1) 

Conversely, bagging grows successive trees 

independently from earlier trees – such that each tree is 

constructed using a bootstrap aggregation mode to sample the 

data using a majority vote during its prediction [73]. The 

Random Forest adds an extra layer of randomness to the 

bagging scheme, which in turn – changes how the trees are 

constructed. While standard decision trees have that each 

node is split using the best split among all predictor variables 

– the Random Forests allows its nodes to be split using the 

best among a subset of predictors randomly chosen at that 

node [74]. Its recursive structure helps it to capture 

interaction effects between variables [75]–[77]. 

In all, tree-based ensembles have successfully proven to 

be better than other established approaches across a variety 

of different tasks [78] ranging from traffic flow classification 

[79], customer churn prediction [80], and prediction of online 

purchase intention [81]. They have been known to be suited 

to reduce both bias and variance in single learning schemes. 

While individual models may get stuck in local minima [82], 

a weighted combination of several different local minima – 

produced by ensemble methods [83] – can minimize the risk 

of choosing the wrong local minimum [84]. 

C. Study Motivation and Rationale 

Gaps in previous studies include [85]–[89]. 

1. Lack of Datasets: The right-format dataset is crucial to 

machine learning tasks, to ensure faster model training 

and performance evaluation [90] as there is limited data, 

which often yields significant false positives [91]. 

2. Imbalanced Datasets: A critical hurdle is a challenge 

with imbalanced datasets with churn cases lagging. We 

must explore intricate sampling, to harness the robust 

power of ensemble(s) tailored explicitly to mitigating the 

challenges with imbalanced datasets [92][93]. 

3. Cross-Channel Detection: With the increase in channels 

[94]–[96] – newer models (i.e. our proposed ensemble) 

must integrate various channel data to enhance overall 
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accuracy. Cross-channel detection has now become a 

critical area of research and business focus. 

Thus, we construct known tree-based ensembles using 

both bagging and boosting capabilities with data balancing 

cum augmentation technique on the dataset as retrieved from 

Kaggle. This aims at a comparative predictive analytic(s) and 

ascertains which ensemble best fits the data augmentation 

technique for future studies. This choice(s) stems from their 

inherent capability to yield improved generalization, greatly 

reduce model overfit, ability to address imbalance datasets 

with feature selection, and their assurances to yield a vigorous 

prediction performance accuracy [97]. The study hopes to 

achieve the following feats and rationale: 

1. Ensemble construction: To yield a more, sophisticated 

decision support customer attrition cum churn prediction 

model that is designed for the unique dynamics of B2B 

subscription-based services. It adoption/use of a machine 

learning approach will help the system to effectively 

capture the factors that influence churn within this context 

via the use of feature selection mode. 

2. Data Augment / Balancing: The resultant ensemble(s) 

will help investigate the effects of dataset augmentation 

and balancing on the predictive power and reliability of 

tree-based ensemble(s); whilst, analyzing its implication 

effect on the model's capability to accurately predict as 

well as forecast consumer churn for subscription-based 

services. This should help researchers gain the needed 

insights into understanding its significance in enhancing 

the model's performance within the business context. 

3. Inferred Retention Strategies and Monetization: We 

adopt a churn period of 30 days. This strategy is about the 

recency of purchase by a consumer, how frequent the 

purchase is, and the amount thereof of the purchase(s) 

made. These will aid churn/attrition prediction models to 

help analyze customer behaviors in place of purchasing 

patterns and help provision the required evidence via 

extracting useful insights that can further be leveraged by 

businesses to develop proactive retention strategies. 

Leverage predictive analytics to guide tailored initiatives 

for consumer loyalty and retention. 

4. Comparative Analysis will yield the evaluation of 

diverse machine learning approaches within the 

constructed prediction model, aimed at comparing the 

performance, accuracy, and robustness of various 

algorithms to identify the most suitable ones for 

predicting churn in B2B subscription-based services. 

II. MATERIALS AND METHODS 

To aid this customer churn/attrition model, our method 

is (a) data collection, (b) pre-processing, (c) experimental 

model, and (d) model construction and training – as 

explained.  

A. DataSet: Collection and Preparation Analysis 

We used the churn dataset for subscription-based services 

in Europe for 2022, consisting of 96,129 records as in Table 

2 of 94487-non-churners and 1642-churners [98]. Retrieved 

via [web]:kaggle. com/datasets/gauravtopre/bank-customers-

churn-dataset” with Fig. 1 yielding the sentiment-based 

customer categorization or grouping(s). 

 

Table 2. Dataset description for Consumer Subscription  

Features Data Feature Description 

Customer_id Object Account Holder’s Name 
Credit_score Object Bank of Account Holder 

Billing Address Object The account holder's local bank address 

Country Float Number of transactions adjusted 
Gender Int Daily number of transactions performed 

Age Float Amount exchanged in a transaction 

Tenure Float Daily limit of the amount for cardholder 
Balance Float Recency from last to current transaction 

Product_number Boolean Specifies if a transaction is declined/not 

Credit_card Int Total transactions declined each day 
Active_member Object Local/International/e-Commerce as type 

Estimated_salary Object Payment Channel (i.e. POS, ATM etc.) 

Churn Boolean Customer is (1 = loyal; 0 = churn) 

 

 

Fig. 1. Sentiment-based customer-dataset categorization 

In addition, input records were transformed using PCA 

[98]–[100] with sentiment-based customer classification as 

thus: (a) potential loyalists – recent customers that have made 

purchases of good amount, and have bought more than once 

in their frequency, (b) at-risk-customers – are those whom 

spend huge amount, and purchased more often; but, have not 

made purchases recently, (c) hibernating customers are low-

budget spenders who have placed a few orders to make 

purchase, (d) cannot-loose customers: are those whom have 

made the biggest purchases recently; but, have not made 

purchase in quite a long time, (e) loyal customers: spend good 

money and are responsive to promotions and discounts, (f) 

champion customers whom have recently made purchases as 

they buy very often and spend the most, (g) about-to-churn 

customers: are those customers whom make purchases; but, 

are usually not so recent, not to frequent and are not really 

huge spenders in terms of monetary value, (h) new customer: 

are those whom brought more recently – though they do not 

purchase quite often, (i) need-attention customer whom make 

purchases that are above average in their recency of purchase, 

their purchase frequency, and their monetary value spending, 

and (j) promising customers are recent shoppers whom often 

do not spend much [4],[13],[101][102].  

B. Data Pre-Processing 

Some reasons for our choice of tree-based algorithm are: 

(a) each tree learns and votes to decide the outcome of the 

classifier, (b) can effectively handle complex, continuous, 

and categorical datasets, (c) often yields improved 

generalization and devoid of model overfit, (d) they 

efficiently understand and reflect within a heuristic, relative 

contribution of feature selection to prediction performance, 

and (e) they are resilient to noise in the quest for ground-truth 

http://www.kaggle.com/datasets/mlg-ulb/creditcardfraud
http://www.kaggle.com/datasets/mlg-ulb/creditcardfraud
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even with (un)structured dataset for real-time applications 

[103]. 

Data balancing/augmentation can be performed as thus: 

1. Step 1 – Data Augmentation: A critical feature here, is 

to adopt a properly-format dataset. ML is applied to tasks 

that require: (a) flexibility to adequately encode chosen 

dataset irrespective of its format/structure, (b) robustness 

to be re-used in related-task(s), and (c) adaptive to yield 

cost-effective alternates as optimal solution irrespective 

of ambiguity, noise, and partial truth as contained therein 

the dataset used. Learning the underlying feats of interest 

in an ill-formatted, imbalanced dataset – leads to both 

poor generalization and results in imbalanced learning. 

A balanced generalization is a product of balanced data 

in a balanced learning [104][105]. An imbalanced 

dataset results when a sample class overwhelmingly 

dominates the dataset and yields an imbalanced class 

distribution. Studies have often posited that a balanced 

dataset often enhances the overall performance in the 

evaluation of the classifier. A variety of data balancing 

modes are usually explored in ML as paradigms to help 

address the issues of imbalance datasets as in Fig. 2. 

In pre-processing, dataset splitting into train/test 

sub-sets occurs after dataset balancing. Test datasets 

often consist of hypothetical cases to enable critical 

examination of the model's ability to identify the churn 

class. Inherent benefits of balancing are: (a) it prevents 

dataset variance, bias, and skewness that often distort 

performance, (b) enhances generalization as ensemble 

can adequately learn patterns from all classes even with 

majority or minority voting, (c) it helps the ensemble to 

effectively detect anomalies at during its testing, and (d) 

its characteristics linked to the majority class often 

impacts significance as balancing helps a model to better 

understand the significance of each feature in each class 

to yield more insightful result(s) [64]. 

 

 

Fig. 2. Data Augmentation / Balancing in Machine Learning Framework (source:[106][107]) 

 

The 3-major modes of data augmentation include: 

a. Under-Sampling: This technique randomly reduces the 

majority class till the class distributions roughly become 

equal. Thus, it randomly eliminates cases of the dataset 

from a majority class [80] as in Fig. 3a and Fig. 3b 

respectively. It achieves this by exploring its closest 

neighbor approach to identify/link data points from the 

original dataset and performs data cleaning in its bid to 

address the inherent dataset’s oversampled issues in the 

majority class distribution [108]–[110]. For this study, we 

will abbreviate the random under-sampling as RUS. 

 
 

Fig. 3. (a) The Imbalanced Customer Attrition Dataset 
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Fig. 3.  (b) Data Balance via Random-Under-Sampling 

b. Oversampling: The synthetic over-sample technique 

SMOTE balances class distribution via (a) identifying 

minority class, (b) adjusting points to those of its closest 

neighbors, (c) interpolating points between the minor 

class instances and to its closest neighbors to create 

synthetic data, and (d) add the synthetic instances to 

original dataset to yield an oversampled, balanced dataset 

of both classes [111]–[113] as in Fig. 4. 

 

 

Fig. 4. Data Balancing via SMOTE 

c. SMOTE-Edited Nearest Neighbor (SMOTEEN) is a 

hybrid that combines features of over-sampling and 

under-sampling modes by identifying and linking data 

points to its closest neighbor(s) to address both issues of 

over/under-sampling via the actions of data cleaning [98] 

[114][115]. SMOTEENN resample to create synthetic 

instances for a minority class (i.e. churn), and randomly 

removes from a majority class, to resolve the dataset 

imbalance via the closest neighbor approach [116]. It 

generates new instances via the sampling ranges to its 

closest neighbor, balancing class distributions as in Fig. 

5. 

d. Step 2 – Feature Selection seeks to remove irrelevant 

and docile feats with no relation to the target class (i.e. 

churn); And thus, reduces the dimensionality of the 

chosen dataset [117]. While it fastens the model’s 

construction – it improves performance [118]–[120] with 

concise training for proposed heuristics especially in 

scenarios where cost is a critical factor [121]–[123]. The 

efficiency of the adopted feature selection mode is 

evaluated on how well a model fits [124][125] in its quest 

for ground truth (i.e. adopting relevant feats in place of its 

nearness to a target class) [69],[78],[126]. This, in many 

cases, is not available at training [127]–[129], and results 

in poor generalization model overfitting, and overtraining 

[130]. Here, we adopt a chi-square feature selection test 

to determine how relevant a feat supports our target class 

and test if its occurrence using frequency distribution, 

relates to a target class (churn) [131][132]. We set a 0 if 

there is no correlation, and 1 if it correlates. All feats are 

ranked by chi-squared using the threshold value as in 

Equation (2). 

 

 

Fig. 5. Data Balancing via SMOTEEN 

𝑋 =  
∑ 𝑥𝑖

𝑛
 (2) 

Our computed threshold value is 9.8991 – to yield a 

total of 10 features extracted from the original dataset. 

We thus selected chi-square values for attributes related 

to ground truth or target class 1 (i.e., churn) as in Table 

3 [93]. These were examined to help us gain insights into 

the contribution of different features to the classification 

process [133][134]. 

Table 3. Attributes Ranking via Chi-Square 

Features X2-Value Selected (Yes/No) 

Customer_id 3.3561 No 

Credit_score 13.364 Yes 

Billing Address 0.0419 No 
Country 19.156 Yes 

Gender 16.929 Yes 

Age 20.167 Yes 
Tenure 38.389 Yes 

Balance 41.902 Yes 

Products_number 25.287 Yes 
Credit_card 18.222 Yes 

Active_member 0.2589 No 

Estimated_salary 18.106 Yes 
Churn 23.092 Yes 

C. Tree-based Ensembles: Training Phasetabel 

Some reasons for our choice of the tree-based algorithm 

are: (a) each tree learns and votes to decide the outcome of 

the classifier, (b) can effectively handle complex, continuous, 

and categorical datasets [135][136], (c) yields improved 

generalization, devoid of model overfit and overtrain [137], 

(d) they efficiently understand and reflect within a heuristic, 

relative contribution of feature selection/extraction to yield 

enhanced prediction performance, and (e) they are resilient to 

noise in the quest for ground-truth even with (un)structured 

dataset for real-time applications [138]–[141]. 



Journal of Fuzzy Systems and Control, Vol. 2, No 2, 2024 122 

 

Margaret Dumebi Okpor, Comparative Data Resample to Predict Subscription Services Attrition Using Tree-based Ensembles 

The tree-based ensemble for adoption and adaptation for 

the construction of a consumer attrition and churn prediction 

includes [85]–[89]. 

1. A Decision Tree is a single-classifier heuristic that 

usually mimics human thinking abilities during decision-

making using a tree-like structure. It explores intricate 

sampling techniques to harness the robust power of its 

method tailored explicitly to mitigate the inherent 

challenges to decision-making for classification cum 

regression tasks [92][93]. To predict the class of a given 

dataset, the algorithm starts from the root node of the tree 

and compares the values of the root attribute with the 

records attribute such that based on this comparison – it 

follows the branch jumping off to the next node. Its steps 

are as follows: (a) begin the tree with root node S that 

consists of the complete dataset, (b) find the best attribute 

in the dataset using the attribute selection measure 

(ASM), (c) divide S into train/test sub-datasets that 

contains possible values for the best attributes, (d) 

generate decision tree node, which contains best 

attributes, and (e) recursively make new decision trees 

using the subset of the dataset created. Then continue this 

process until the criterion for optimal solution is reached 

so that the tree can no longer classify the nodes. Such a 

state is reached as a final/leaf node using either reduced 

error pruning or cost complexity pruning. As a single 

classifier, its demerits include: (i) it contains lots of layers 

making it complex, (ii) may result in model overfit – 

which is easily resolved via the Random Forest ensemble, 

and (c) computational complexity increases for large 

datasets. Furthermore, its merits are numerous.  

2. Random Forest (RF) ensemble is a widely used, tree-

based supervised model. It is constructed from many 

decision trees, and it achieves its prediction accuracy via 

a majority voting scheme with a bagging approach. This 

helps the ensemble to combine the decisions of its many 

weak tree(s) into a single outcome [142]. Its flexibility has 

necessitated its adoption of a voting scheme that assumes 

that all its base learners have the same weight. It uses 

randomized bootstrap sampling to ensure during iteration 

that some trees will yield higher weights though all trees 

have the same ability to make decisions. This helps it 

effectively handle chaotic complex continuous and 

categorical datasets, mitigate poor generalization, and be 

devoid of model overfitting [65][143]. The steps for the 

adoption of RF are detailed in [49],[112],[132]. 

Afterward, we adopt data augmentation and balancing as 

well as feature selection techniques for faster model 

construction and training. Data balance/augmentation 

creates artificial instances of the minority class or cleans 

out unwanted data points as a means to resolve class 

distribution data imbalance. 

3. Extreme Gradient Boost is a tree-based ensemble that 

like RF, leverages a scalable Gradient Boost model [144] 

to classify data points. As a strong classifier, it explores 

the boosting approach of aggregation for majority voting 

schemes by combining also, the decisions of its many 

weak learners over a series of iterations on data points to 

yield an optimal fit solution [68]. It expands its objective 

function by minimizing its loss function as in Equation (3) 

to yield an improved ensemble variant to manage its trees' 

complexity [69]. Its optimal fit leverages on predictive 

processing power of its weak base learners, accounting 

for their weak performance that contributes knowledge 

about the task, to its outcome [77]. With each candidate 

data (xi, yi) trained, we expand the objective function via 

loss function l( 𝑌𝑖
𝑡 , 𝑌̂𝑖

𝑡) and its regularization term Ω(𝑓𝑡) – 

which ensures the ensemble does not overfit and is devoid 

of poor generalization. This ensures train data fits with a 

re-calibrated solution to remain within the set bounds of 

the solution. Regularization term ensures our tree 

complexity, appropriately fits – and it also tunes the loss 

function for higher accuracy [60] as in Equation (3). 

𝐿𝑡 = ∑ 𝑙

𝑛

𝑖 = 1

(𝑌𝑖
𝑡 ,  𝑌̂𝑖

𝑡−1 + 𝑓𝑘(𝑥𝑖) ) +  Ω(𝑓𝑡) (3) 

D. Training Phase 

The decision tree classifier is constructed using the 

features selected as in section II(b); whereas, the other tree-

based ensembles are constructed from the decision tree. In 

addition, each classifier as constructed learns from scratch 

adopting one of three data augmentation modes and feature 

selection schemes as applied above. With the training dataset 

balanced via RUS, SMOTE, and SMOTEEN – all training 

datasets consist of both original and synthetic/artificial 

created data points to yield a balanced dataset. To improve 

learning, we used iterative tree construction to create and 

adjust all the decision trees. Furthermore, we used a 

randomized bootstrap sampling to enhance train performance 

and to improve the trees' collective knowledge. This enhances 

the tree’s capability to identify and classify intricate patterns 

present in each customer transaction (i.e. with the inclusion 

of a 30-day recency moratorium) leading up to churn (or not). 

Thus, our training dataset is a blend of both the synthetic and 

actual samples to guarantee all tree-based models, yielding 

comprehensive learning that will improve flexibility on the 

various model settings as adapted for the train/test dataset. 

III. RESULT FINDINGS AND DISCUSSION 

A. Results Findings 

Table 4, Table 5, and Table 6 respectively yield the 

performance evaluation metrics for both the Decision tree, 

Random Forest, and XGBoost classifier. We note that 

'default' implies that no data augmentation/balancing 

technique was employed or implemented therein. Thus, the 

dataset was used as retrieved. 

Table 4. Performance Metrics for Decision Tree 

 Accuracy Precision Recall F1 

Default 0.8928 0.8104 0.9001 0.9190 

RUS 0.9192 0.9102 0.9218 0.9274 
SMOTE 0.9273 0.9271 0.9239 0.9468 

SMOTEEN 0.9256 0.9320 0.9291 0.9481 

 

Table 4 shows the Decision Tree yields an accuracy of 

0.9718, 0.9947, 0.997, and 0.9973 respectively. A precision 

value of 0.8362, 0.9264, 0.9357, and 0.9457 respectively. A 

recall of 0.9282, 0.9557, 0.9645, and 0.9698 respectively; 

And F1 of 0.9759, 0.9819, 0.9869, and 0.9898 respectively 

for the default, RUS, SMOTE, and SMOTEEN respectively. 
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Table 5. Performance Metrics for Random Forest 

 Accuracy Precision Recall F1 

Default 0.9718 0.8362 0.9282 0.9759 
RUS 0.9947 0.9264 0.9557 0.9819 

SMOTE 0.9970 0.9357 0.9645 0.9868 

SMOTEEN 0.9973 0.9457 0.9698 0.9898 

 

Table 5 shows Random Forest yields an accuracy of 

0.9718, 0.9947, 0.997, and 0.9973 respectively. Precision of 

0.8362, 0.9264, 0.9357, and 0.9457 respectively; Recall as 

0.9282, 0.9557, 0.9645, and 0.9698 respectively; And F1 as 

0.9759, 0.9819, 0.9869 and 0.9898 respectively for the 

default, RUS, SMOTE and SMOTEEN respectively. 

Table 6. Performance Metrics for XGBoost 

 Accuracy Precision Recall F1 

Default 0.9815 0.9805 0.9745 0.9805 

RUS 0,9968 0.9318 0.9848 0.9881 
SMOTE 0.9981 0.9541 0.9881 0.9925 

SMOTEEN 0.9984 0.9616 0.9890 0.9945 

 

Table 6 shows that XGBoost yields an accuracy of 

0.9815, 0.9968, 0.9981, and 0.9984 respectively. Precision as 

0.9805, 0.9318, 0.9541, and 0.9616 respectively; Recall as 

0.9745, 0.9848, 0.9881, and 0.9890 respectively; And, F1 of 

0.9805, 0.9881, 0.9925 and 0.9945 respectively for the 

default, RUS, SMOTE, SMOTEEN respectively. 

B. Discussion of Findings 

The study yields insight into which data augmentation 

technique has a greater influence on the quest for ground; 

And thus, impacts overall performance by identifying 

features of importance that influence model prediction 

[8],[145]. Seeing as is that the performance using SMOTE 

was best – we seek to unveil the ensemble's ability to yield 

F1, accuracy, recall, and precision values [146]. It supports 

efficiency in differentiating between genuine (true) positive, 

true negative, genuine (false) positive, and false negative. 

Fig. 6, Fig. 7, and Fig. 8 respectively are confusion matrices 

with overall performance for both the Decision tree, Random 

Forest, and XGBoost – in their capability to correctly classify 

the test instances. 

 

 

Fig. 6. Decision Tree Confusion Matrix 

Fig. 6 shows the Decision Tree performed best with the 

SMOTEEN data augmentation/balancing (hybrid oversample 

and under-sample) technique and agrees with [147]. Also, it 

shows that the classifier with an accuracy of 92.56 percent 

and an F1 score of 94.81 percent – can effectively and 

correctly classify 9.531 instances of the test dataset with 82 

incorrect classifications. This agrees with [148]–[150]. 

 

 

Fig. 7. Random Forest Confusion Matrix 

Fig. 7 shows Random Forest ensemble performed best 

with the SMOTEEN data augmentation technique, which 

agrees with [63]. In addition, it shows the ensemble with an 

accuracy of 99.73percent and F1 score of 98.98percent – 

effectively and correctly classifies 9595 instances of the test 

dataset with only 18 incorrect classifications, which agrees 

also with the studies of [148]–[150]. 

 

 

Fig. 8. XGBoost Confusion Matrix 

Fig. 8 shows the XGboost also performed best with the 

SMOTEEN data augmentation technique, which agrees with 

[63]. In addition, it shows that the ensemble with an accuracy 

of 99.84 percent and F1 of 99.45 percent – can effectively and 

correctly classify 9,599 instances of the test dataset with only 

14 incorrect classifications. This agrees with [148]–[150]. 

IV. CONCLUSION 

Studies have continually argued and collectively claimed 

that ensemble decision classifiers often outperform and are 

better than single classifiers/learners. The study as compared 

agrees with [80],[105],[112] with result consistency that 

shows the XG-Boost approach can tune its hyper-parameters 

to help it outperform other ensembles. While, the RF 

ensemble in using a bagging mode, underperforms as 

compared with the XGBoost; But, outperforms the single-

learner Decision Tree [52]. The bagging approach explores a 

majority voting from several independent decision trees to 

aid its prediction. The boosting approach learns from the 

mistakes of its base learner or previous trees such that each 

successor tree is sequentially based and/or linked to account 

for its predecessor's error. We argue that when making a 
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decision, it is better to do it based on experiences from 

previous mistakes rather than deciding for the first time. 
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